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Do not open this problem booklet until the start of the examination is announced
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The English pages follow the Japanese pages.
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Write your examinee ID number below on this cover page, an answer sheet and a draft. sheet.
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You may choose any programming language to answer. |
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During the examination, you may consult only one pr inted book on programming. You can use or
copy any libraries or program fragments stored in your PC but you may not connect the PC
to the Internet.
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By the end of the examination, make a directory/folder on your PC. Use your examinee ID

‘number as its name. Store your program files and related files into the directory/folder. Copy

the directory/folder onto the USB flash drive that you received.
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., Leave your PC and this booklet in the room on the exit..
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Programming

Answer the followmg questions by ertlng programs if necessary Store the programs in the
USB flash drive before the exammatron ends

(1) We store binary data in a text file. We split binary data to 6-bit chunks and store them
in the file after replacing every 6-bit number, 000000 to 111111; with a character A, B, ... Z,
a,b,..z201,..9 @ or # respectively, in ascending order. For example; we replace the
6-bit number with A when it is 000000, B when it is 000001, ¢ wher it is 000010, H when
it is 000111, @ when it is 111110, and # when it is 111111, When the binary data is.a bit
-sequence:

000001000111000010111111

we store BHC# in the text file. The bit length of the binary data is a multiple of 6.
The text file datal.txt stores binary data in the format shown above. Obtain the bit

sequence, (11 bits) from the 310th bit to the 320th bit of that binary data, and write the

sequence on the answer sheet. The left-most bit of the binary data is the Oth bit.

(2) We store binary. data in a file after compressing them. The program restoring the com-
pressed file reads every byte (8 bits) from the beginning of the compressed file, and appends
data to the end of the restored file as follows .

¢ Append the read byte as it is unless the byte is.0,

s When the ‘byte is 0, read the following two bytes as two.8-bit unsigned integers from
the file. Let them p and d. It always holds-256 > p > d > 0.

— When ¢ = 0, append 1-byte binary data 0 no matter what the value of pis.

— Otherwise, append a copy of the sub-sequence of bytes from the'p th byte to the
(p — d + 1)-th byte counting from the end of the file already restored so far. The
byte last appended to the restored file is the first byte (p = 1).

* For exa,rrlple when the bytes stored in the compressed binary file are:
£1 42 43 44 45 46 47 00 06 05 48

in the hexademmal form, the restored ﬁle stores the following bytes
41 42 43 44 45 46 47 42 43 44 45 46 48

Write the program that restores a compressed binary file by the method shown above,
and ‘prints the size (bytes) of the file after the restoration. Restore the compressed bi-

" nary files.data2a. bin, datalb.bin, and data2¢.bin by that program, and write their sizes

(bytes) after the restoration down on the answer sheet. After the restoration, name the files
data2a.txt, datalb. tif, and data2c.txt, respectively. Store them in the USB flash drive.
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(3) Write the program that compresses the given binary file and prints the size (bytes) of
the file after the compression. The compressed file is restored by the program written for
(2). The program compresses the file to be as small as possible. Compress the binary file

data3da.txt, data3b.png, and data3c.txt by that program, and write their sizes after the
" compression down on the answer sheet. After the compression, name the files data3a.bin,
data3b.bin, data3c.bin, respectively. Store them in the USB.flash drive. 4

(4) We encrypt English text by a simple substitution c1pher and store the encrypted text in a
file. The text consists of lower-case letters a to z, periods . , andfor white space characters. A
sentence ends with a period.. A simple substitution cipher encrypts the text by replacing each
letter with another fixed letter (lower-case alphabets, a period, or a white space character),
which may be the same letter.

The text file datad . txt stores a cipher text encrypted by this method. Decrypt data4.txt
by referring to dataddict.txt (white-space separated), which lists all the words included in
the plaintext obtained by decrypting data4.txt, and write the first sentence of the obtained
plaintext down on the answer sheet.

(5) We encrypt a binary ﬁ}e. We split the contents of the binary file fo 4-byte chunks and

encrypt each chunk as follows. The size (bytes) of the binary file is a multiple of 4. First,

read each byte of the four bytes as an 8-bit unsigned integer and let them by, by, b2, and bz,
respectively from the beginning. Then, let:

: 3 o
™m= Z 28(3~k)py
k=0

Let e = 551263368336670859257571, n= 38588{13578360632069557337, a,na
. ¢ = m® mod n.

Here, n is the product of secret prime numbers p and g. mod T expresses modulo n. Note
that it holds '
{(z x y) mod n = ((z mod n) x (y mod n)) mod n.

The encrypted file is a text file storing the decimal numbers ¢ computed from the 4-byte
chunks in the same order The chara.cter strings expressmg ¢ are separated by a white space
character.

For example, when the original binary file stores the following bytes:

_ 41 42 43 44 45 46 47 48 .
in the hexadecimal form, the encrypted file is a text file storing the following text:
3678294059377362389066827 3206045550022053639901108

The decryption uses a secret integer d. For this d, it holds:

m = c“_‘I mod n.
"This encryption is cracked if the secret integer is guessed. Now, we know that it holds
exd= (p—1)(¢g —1) + 1. Decrypt-datas.txt by using this fact. The decrypted data is
UTF-S text. Wnte the text down on the answer sheet.
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